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* * * First Change * * * *
[bookmark: _Toc130987754]8.2.5	Application Server Registration
The signalling flow for Application Server registration is illustrated in figure 8.2.5-1. Application Server may use the procedure in this clause to do registration. 
NOTE:	If the Application Server does not use the Registration procedure, applicable Information Elements as listed in Table 9.1.2.3-1 need to be configured on the MSGin5G Server.
Pre-conditions:
1.	The Application Server has connected to the serving network successfully.
2.	An AS Service ID has been provisioned on the Application Server.
3.	The MSGin5G Server address has been provisioned on the Application Server.
4.	Both the Application Server and MSGin5G Server have been configured with the necessary credentials to enable authenticating one another.


Figure 8.2.5-1: Application Server registration
1.	The Application Server sends an Application Server registration request to the MSGin5G Server. The request includes security credentials required for the Application Server to register to the MSGin5G Server.  The request includes the AS Service ID and may include Application Server Profile information as detailed in Table 9.1.2.3-1.
2.	Upon receiving the request, the MSGin5G Server validates the Application Server registration request and may verifyies the security credentials.
NOTE:	The authentication procedures in step 2 are built on top of the transport layer mechanism specified in Annex Y.4 of 3GPP TS 33.501 [16].
3.	The MSGin5G Server sends an Application Server registration response to the Application Server, the response includes the information elements as specified in Table 9.1.2.4-1. If the registration is successful, the MSGin5G Server stores the AS Profile information as detailed in Table 9.1.2.3-1. 
[bookmark: _Toc130987755]8.2.6	Application Server De-registration
By de-registering, the Application Server informs the MSGin5G Server that it wishes to terminate its association with the MSGin5G Server.
The procedure assumes that the Application Server is responsible for triggering the de-registration from the MSGin5G Server. The signalling flow for Application Server de-registration is illustrated in figure 8.2.6-1.
Pre-conditions:
1.	The Application Server is registered to the MSGin5G Server.



Figure 8.2.6-1: Application Server de-registration
1.	The Application Server determines to de-register from the MSGin5G Server.
2.	The Application Server sends an Application Server de-registration request to the MSGin5G Server that includes the AS Service ID, as detailed in Table 9.1.2.5-1. 
3.	The MSGin5G Server validates the Application Server de-registration request and may verifyies the security credentials. The MSGin5G Server deletes any applicable AS Profile information that it has stored.
NOTE:	The authentication procedures in step 3 are built on top of the transport layer mechanism specified in Annex Y.4 of 3GPP TS 33.501 [16]. 
4.	The MSGin5G Server replies with an Application Server de-registration response as detailed in Table 9.1.2.6-1.

* * * Next Change * * * *

[bookmark: _Toc130987814]8.8.4.2	Messaging Topic list subscription
Before the subscribing of Messaging Topic(s), the MSGin5G Server 1 should obtain the available Messaging Topic list on the MSGin5G Server 2 to determine whether to forward the Messaging Topic subscription request to MSGin5G Server 2, or to subscribe to the Messaging Topic on behalf of all MSGin5G UE/Application Server served by it on MSGin5G Server 2. 
Figure 8.8.4.2-1 shows the MSGin5G Server 1 subscribing to Messaging Topic list on the MSGin5G Server 2.
NOTE 1:	If the MSGin5G Server 1 and MSGin5G Server 2 are located in the same PLMN, the synchronization of Messaging Topic list between MSGin5G Servers may also be implementation specific.
Pre-conditions:
1.	MSGin5G Server 1 and MSGin5G Server 2 have established a secured connection.
Editor's Note: How a secure connection between two MSGin5G Servers is to be established is FFS.


Figure 8.8.4.2-1: MSGin5G Server 1 subscribes to Messaging Topic list on the MSGin5G Server 2
1.	The MSGin5G Server 1 sends a Messaging Topic list subscription request to the MSGin5G Server 2. The request includes the information elements listed in Table 8.8.4.2-1.
Table 8.8.4.2-1: Messaging Topic list subscription request
	Information element
	Status
	Description

	Originating MSGin5G Server ID
	M
	The MSGin5G Server which requests the Messaging Topic list.

	Recipient MSGin5G Server ID
	M
	The MSGin5G Server which holds the Messaging Topic list.

	Security credentials
	O
	Security information required by the MSGin5G Server 2 and is left for implementation. 
This is a placeholder for SA3 security information.

	Expiration
	O
	The date and time when the subscription expires. 
If this IE is included, the value of it should be larger than 0.
If this IE is not included, the expiration time is subject to operator policy.



Editor's Note:	Each request should have an originating address and a recipient address. This should be made consistent across the entire TS.
2.	Upon receiving the Messaging Topic list subscription request, the MSGin5G Server 2 validates this request and may verifyies the security credentials.
3.	The MSGin5G Server 2 checks the locally stored Messaging Topic list subscription(s).
a)	If the MSGin5G Server 1's subscription has already been created, the MSGin5G Server 2 updates the validity time of this subscription.
b)	If the MSGin5G Server 1's subscription has not been created, the MSGin5G Server 2 creates the subscription.
4.	The MSGin5G Server 2 sends a Messaging Topic list Subscription response to MSGin5G Server 1. The response includes the information listed in Table 8.8.4.2-2.
Table 8.8.4.2-2: Messaging Topic list Subscription response
	Information element
	Status
	Description

	Subscription status
	M
	Indicates whether the subscription was successfully added or deleted on the MSGin5G Server 2.

	Expiration
	O
	The validity date and time of this Messaging Topic list subscription set by the MSGin5G Server 2.



5.	The MSGin5G Server 2 checks whether Messaging Topic list notification is needed, e.g. whether the MSGin5G Server 1 subscribes the Messaging Topic list on MSGin5G Server 2 for the first time, or the local Messaging Topic(s) on the MSGin5G Server 2 are updated, e.g. new Messaging Topic(s) has been created or existing Messaging Topic(s) has been deleted.
NOTE 2:	If the MSGin5G Server 1 has previously unsubscribed the Messaging Topic list on MSGin5G Server 2, the MSGin5G Server 2 should consider that the MSGin5G Server 1 subscribes the Messaging Topic list on MSGin5G Server 2 for the first time when the MSGin5G Server 1 subscribes the Messaging Topic list again.
6.	If Messaging Topic list notification is needed, the MSGin5G Server 2 sends a Messaging Topic list notification to MSGin5G Server 1. The notification includes the information listed in Table 8.8.4.2-3.
Table 8.8.4.2-3: Messaging Topic list notification
	Information element
	Status
	Description

	Expiration
	O
	The new validity date and time of this subscription set by the MSGin5G Server 2.

	>Messaging Topic list
	M
	A list of Messaging Topic(s) that exists on the MSGin5G Server 2. 
If the MSGin5G Server 1 subscribes the Messaging Topic list on MSGin5G Server 2 for the first time, the MSGin5G Server 2 should include all Messaging Topic(s) that exist on the MSGin5G Server 2 in this Messaging Topic list, else the MSGin5G Server 2 includes the deviation of Messaging Topic(s) since the last notification, 
Each element in this list contains information as specified in Table 8.8.4.2-4.
Based on service policy, the MSGin5G Server 2 may only include a part of Messaging Topic(s) in the notification which are allowed to be subscribed by MSGin5G Server 1.



Table 8.8.4.2-4: Individual Messaging Topic
	Information element
	Status
	Description

	Messaging Topic
	M
	Unique identifier of this Messaging Topic.

	Update status
	M
	Identifies the Messaging Topic is newly created on the MSGin5G Server 2, or newly deleted on the MSGin5G Server 2



7.	Upon receiving the Messaging Topic list notification, the MSGin5G Server 1 updates the locally stored Messaging Topic list: 
a)	if the Update status of a Messaging Topic is Created, the MSGin5G Server 1 adds the Messaging Topic to the locally stored Messaging Topic list; and
b)	if the Update status of a Messaging Topic is Deleted, 
i)	if the Messaging Topic exists on MSGin5G Server 1, the MSGin5G Server 1 removes the Messaging Topic from the locally stored Messaging Topic list; and
ii)	if the Messaging Topic does not exist on MSGin5G Server 1, the MSGin5G Server 1 ignores this Messaging Topic update.
NOTE 3:	The MSGin5G Server should not send Messaging Topic list notification to other MSGin5G Servers if its locally stored Messaging Topic list is updated by receiving a Messaging Topic list notification.  
[bookmark: _Toc130987815]8.8.4.3	Messaging Topic Subscription between different MSGin5G Servers
If the MSGin5G Server 1 works in Mod.A (see clause 8.8.4.1), upon receiving a Messaging Topic subscription request from MSGin5G Client or Application Server, if the Messaging Topic is included in the Messaging Topic list of MSGin5G Server 2, the MSGin5G Server 1 forwards the Messaging Topic subscription request to MSGin5G Server 2. Otherwise, the MSGin5G Server 1 handles the Messaging Topic subscription request as specified in clause 8.8.1.
If the MSGin5G Server 1 works in Mod.B (see clause 8.8.4.1), upon receiving a Messaging Topic subscription request from MSGin5G Client or Application Server, if the Messaging Topic is not included in the Messaging Topic list of MSGin5G Server 2, the MSGin5G Server 1 handles the Messaging Topic subscription request as specified in clause 8.8.1. Otherwise, it may subscribe one or more Messaging Topic(s) from the Messaging Topic list by using the procedure specified in clause 8.8.1 with the clarification listed below.
The procedure for the Messaging Topic subscription for both Mod. A and Mod. B. between MSGin5G Servers is as follows:
1.	The MSGin5G Server 1 includes the information elements listed in Table 8.8.4.3-1 instead of the information elements listed in Table 8.8.1-1.
Table 8.8.4.3-1: Messaging Topic subscription request
	Information element
	Status
	Description

	Originating UE Service ID/AS Service ID (see NOTE 1)
	O
	The service identity of the sending MSGin5G Client or the sending Application Server.
This IE shall be included if MSGin5G Server 1 forwards Messaging Topic subscription request from the MSGin5G UE/Application Server served by it to MSGin5G Server 2. 

	MSGin5G Server address (see NOTE 1)
	O
	The MSGin5G Server which subscribes the Messaging Topic(s). 
This IE shall be included if MSGin5G Server 1 subscribe the Messaging Topic on behalf of all MSGin5G UE/Application Server served by it.

	Security credentials
	O
	Security information required by the MSGin5G Server 2 and is left for implementation. This is a placeholder for SA3 security information.

	Messaging Topic (see NOTE 2)
	M
	A list of Messaging Topic(s) that is to be subscribed. The number of Messaging Topic(s) included in this IE can be one or more.

	Expiration
	O
	The date and time when the subscription expires. 
This date and time apply to all Messaging Topic(s) subscribed in this request.
If this IE is included, the value of it should be larger than 0.
If this IE is not included, the expiration time is subject to operator policy.

	NOTE 1:	Only one of these IEs shall be included.
NOTE 2:	The content of the Messaging Topic is out of scope of 3GPP specifications.



2.	Upon receiving the Messaging Topic subscription request, the MSGin5G Server 2 validates this request and may verify the security credentials.
3.	The MSGin5G Server 2 handles the Originating UE Service ID/AS Service ID or MSGin5G Server address included in the Messaging Topic subscription request as the UE Service ID/AS Service ID included in Table 8.8.1-1.
[bookmark: _Toc130987816]8.8.4.4	Messaging Topic Unsubscription between different MSGin5G Servers
If the MSGin5G Server 1 works in Mod.A (see clause 8.8.4.1), and upon receiving a Messaging Topic unsubscription request from MSGin5G Client or Application Server, and if the Messaging Topic is included in the Messaging Topic list of MSGin5G Server 2, the MSGin5G Server 1 forwards the Messaging Topic unsubscription request to MSGin5G Server 2. Otherwise, the MSGin5G Server 1 handles the Messaging Topic unsubscription request as specified in clause 8.8.1.
If the MSGin5G Server 1 works in Mod.B (see clause 8.8.4.1), it may also unsubscribe one or more Messaging Topic(s) from the Messaging Topic list held on MSGin5G Server 2 by using the procedure specified in clause 8.8.3 with the clarification listed below.
The procedure for the Messaging Topic unsubscription for both Mod. A and Mod. B. between MSGin5G Servers is as follows:
1.	The MSGin5G Server 1 includes the information elements listed in Table 8.8.4.4-1 instead of the information elements listed in Table 8.8.3-1.
Table 8.8.4.4-1: Messaging Topic unsubscription request
	Information element
	Status
	Description

	Originating UE Service ID/AS Service ID (see NOTE 1)
	O
	The service identity of the sending MSGin5G Client or the sending Application Server.
This IE shall be included if MSGin5G Server 1 forwards Messaging Topic unsubscription request from the MSGin5G UE/Application Server served by it to MSGin5G Server 2. 

	MSGin5G Server address (see NOTE 1)
	O
	The MSGin5G Server which unsubscribes the Messaging Topic(s). 
This IE shall be included if MSGin5G Server 1 subscribe the Messaging Topic on behalf of all MSGin5G UE/Application Server served by it.

	Security credentials
	O
	Security information required by the MSGin5G Server 2 and is left for implementation.
This is a placeholder for SA3 security information.

	Messaging Topic
	M
	A list of Messaging Topic(s) that is to be unsubscribed. The number of Messaging Topic(s) included in this IE can be one or more.

	NOTE 1:	Only one of these IEs shall be included.



2.	Upon receiving the Messaging Topic unsubscription request, the MSGin5G Server 2 validates this request and may validate the security credentials.
3.	The MSGin5G Server 2 handles the Originating UE Service ID/AS Service ID or MSGin5G Server address included in the Messaging Topic unsubscription request as the UE Service ID/AS Service ID included in Table 8.8.3-1.

* * * End of Changes * * * *
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